POLITYKA PRYWATNOSCI PORTALU CYBERSPACE

Wersja: 3.0 (Gold) | Data wejScia w Zycie: 12.02.2026 r.

WSTEP: Twoje bezpieczenstwo w Sieci Wysokiego Zaufania

Witamy w Cyberspace. Naszym priorytetem jest stworzenie bezpiecznego ekosystemu
spotecznosSciowego (,Sieci Wysokiego Zaufania”). Niniejszy dokument wyjasnia, w jaki sposéb
przetwarzamy Twoje dane, ale co wazniejsze — definiuje rygorystyczne zasady, na jakich Twoje dane
mog3g (lub nie mogg) trafi¢ do Administratoréw Grup, do ktérych dotgczasz.

W Cyberspace wprowadziliSmy unikalny standard: dostep do danych osobowych cztonkéw majg
wylgcznie zweryfikowani Administratorzy Grup, a zakres tych danych opiera si€ na bezpiecznych
atrybutach, nie za$ na surowych dokumentach.

§1. Administratorzy Danych Osobowych (Model Odpowiedzialnosci)

W ramach Portalu Cyberspace funkcjonuje model rozdzielonej odpowiedzialno$ci za dane, co zapewnia
przejrzystos$¢ i bezpieczenstwo:

Operator Portalu (Gtéwny Administrator):

Administratorem Twoich danych w zakresie konta gléwnego, bezpieczenstwa, logowania, ptatnosci,
infrastruktury technicznej oraz procesu weryfikacji tozsamosci (KYC) jest:

CYBERSPACE PROSTA SPOLKA AKCYJNA

z siedzibg w Bielsku-Biatej (43-300), ul. Juliusza Stowackiego 7 lok. 1
KRS: 0001127604 | NIP: 5472247963 | REGON: 529667364

Kapitat akcyjny: 4 612 600,00 zt

Kontakt: office@cyberspaceportal.com | tel. +48 507 835 019

Punkt kontaktowy ds. ochrony danych: office@cyberspaceportal.com

Serwis: cyberspaceportal.com

Administratorzy Grup (Odrebni Administratorzy):

W momencie dotgczenia do konkretnej Grupy i zaakceptowania udostepnienia wybranego , Pakietu
Danych”, Administrator tej Grupy (Witasciciel/Administrator) staje sie odrebnym Administratorem Danych
w zakresie informacji zawartych w tym pakiecie.



Administrator Grupy decyduje o celach wykorzystania tych danych wewngtrz Grupy (np. organizacja
spotkania, komunikacja, weryfikacja uczestnictwa).

Zasada bezpieczenstwa: Cyberspace technicznie umozliwia petnienie funkcji Administratora Grupy
wylgcznie Uzytkownikom, ktdrzy przeszli pozytywng weryfikacje tozsamosci (np. mObywatel).

§2. Jakie dane przetwarzamy i co widzg inni?
A. Dane Konta Gtéwnego (przetwarzane przez Operatora)

Sg to dane niezbedne do funkcjonowania Portalu, przetwarzane przez Operatora:

e adres e-mail, hasto (w postaci skrdtu kryptograficznego),
e nazwa uzytkownika/login, avatar, historia aktywnosci,
e logi systemowe, adresy IP i zdarzenia bezpieczenstwa.

B. Dane Weryfikacyjne (KYC / mObywatel) — STREFA CHRONIONA
Przetwarzane wytgcznie przez Operatora w celu potwierdzenia toZsamo$ci i nadania statusow zaufania.

Zakres (przyktadowo, zaleZnie od metody): imie, nazwisko, PESEL, numer dokumentu, dane z dokumentu,
wizerunek/zdjecie (jesli wymaga tego proces weryfikacji).

Ochrona PESEL i dokumentdw: Twéj numer PESEL oraz skany/obrazy dokumentdw sg widoczne wytgcznie
dla Operatora Portalu. Nigdy nie sg udostepniane Administratorom Grup ani innym uzytkownikom.

C. Dane w Grupach (System Pakietéw i Atrybutéw)

Administratorzy Grup otrzymujg dostep do danych wytgcznie w formie zdefiniowanych ,Pakietéw”, na
ktére wyrazasz zgode. Stosujemy zasade minimalizacji — udostepniamy atrybuty, a nie surowe dane
zrédtowe.

Pakiet Podstawowy (wymagany w Grupie):

® nick, avatar,

e status weryfikacji: (Tak/Nie) — Administrator widzi wytgcznie status/znacznik (np. znacznik
weryfikacji), nie widzi dokumentu ani danych zrédtowych,

e data dotaczenia.

Pakiet Tozsamos$¢ (opcjonalny / wymagany zaleznie od Grupy):

e potwierdzone imie i nazwisko (tylko imie i nazwisko — bez udostepniania danych zrédtowych;
dodatkowe elementy wylgcznie, jesli sg niezbedne dla specyfiki Grupy),
e atrybut wieku: Administrator widzi status ,Osoba petnoletnia” (Tak/Nie), a nie Twojg date urodzenia.

Pakiet Kontakt (opcjonalny):

e adres e-mail (do komunikacji organizacyjnej),



e numer telefonu (tylko w uzasadnionych przypadkach wynikajgcych ze specyfiki Grupy).

§3. Zasady Udostepniania Danych w Grupach (Bezpieczniki)

To kluczowe mechanizmy ochrony, ktére gwarantuje Portal:
Granularna zgoda (per pakiet):

Doftgczajgc do Grupy, wyrazasz osobne zgody na poszczegdlne Pakiety Danych. Mozesz by¢ cztonkiem
Grupy udostepniajgc tylko Pakiet Podstawowy, chyba Ze specyfika Grupy wymaga dodatkowego pakietu
jako warunku cztonkostwa (np. zapisy na wydarzenie wymagajgce potwierdzenia petnoletnosci).

Wymoég mObywatel dla Administratorow (systemowa blokada):

Dostep do danych osobowych cztonkdw (Pakiet Kontakt, Pakiet Tozsamo$¢€) jest technicznie mozliwy
wytgcznie dla kont Administratoréw ze statusem ,,Zweryfikowany”.

Utrata weryfikacji (downgrade):

Jesli Administrator Grupy utraci weryfikacje (np. cofnie zgode, dokument wygas$nie, status zostanie
cofniety), system natychmiast i automatycznie odbiera mu dostep do panelu z danymi osobowymi
cztonkdw oraz ogranicza jego role.

Zakaz ,Shadow IT” (niewyprowadzanie danych):

Administrator Grupy zobowigzany jest przetwarza¢ dane wytgcznie wewnatrz infrastruktury Portalu
Cyberspace.

Eksport danych:

Funkcje masowego kopiowania lub eksportu danych (np. do plikéw Excel) sg domysinie zablokowane. Ich
odblokowanie mozliwe jest wylgcznie w Scisle okre$lonych, logowanych przypadkach (np. wymag
prawny, dochodzenie roszczeh, organizacja wydarzenia masowego) i moze wymaga¢ dodatkowego
uwierzytelnienia Administratora.

Rejestr udostepnien (transparentnosc):

Kazdy fakt udostepnienia Twoich danych Administratorowi Grupy jest rejestrowany. W ustawieniach
swojego Konta masz wglgd w ,,Rejestr Udostepnien”, gdzie widzisz:

® ktory Administrator Grupy ma dostep do Twoich danych,
e jaki Pakiet danych widzi,
e od kiedy ma ten dostep.

§4. Cele i Podstawy Prawne Przetwarzania (RODO)
Dziatamy w oparciu o konkretne przepisy prawa. PoniZsza tabela wyja$nia, dlaczego przetwarzamy Twoje
dane:



Cel przetwarzania Podstawa prawna (RODO) Opis
Swiadczenie ustug Portalu Art. 6 ust. 1 lit. b (wykonanie Prowadzenie konta, publikacja
umowy) tresci, utrzymanie serwisu
zgodnie z Regulaminem.
Bezpieczenstwo i weryfikacja Art. 6 ust. 1 lit. f (prawnie Budowa ,,Sieci Wysokiego
(KYC) uzasadniony interes) Zaufania”, zapobieganie
naduzyciom i podszywaniu sie.
Udostepnienie danych w Art. 6 ust. 1 lit. a (zgoda) Dobrowolna, granularna zgoda
Grupach wyrazZana per pakiet przy
dotgczaniu do Grupy.
Obstuga ptatnoSci i rozliczen Art. 6 ust. 1 lit. c (obowigzek Realizacja obowigzkéw
prawny) ksiegowych i podatkowych.
Dochodzenie roszczen i obrona Art. 6 ust. 1 lit. f (prawnie Archiwizacja dowoddw
uzasadniony interes) aktywnosci i zgdd na wypadek
sporéw prawnych.

§5. Odbiorcy Danych i Zaufani Partnerzy
Aby Portal dziatat sprawnie, korzystamy z ustug sprawdzonych dostawcdw oraz udostepniamy dane w
Scisle okre$lonych scenariuszach:

Administratorzy Grup:

Odbiorcami danych udostepnionych w ramach ,,Pakietéw Danych” sg Administratorzy/Wtasciciele Grup,
do ktérych dotgczasz — wylgcznie w zakresie pakietéw zaakceptowanych przez Ciebie oraz wytgcznie, gdy
spetniajg wymag aktywnej weryfikacji (,,Zweryfikowany”).

Organy publiczne:

Twoje dane mozemy udostepni¢ uprawnionym organom (np. sgdom, organom Scigania, organom
administracji) wylacznie, gdy wynika to z przepisow prawa lub wigzgcego zgdania.

Dostawcy Infrastruktury:

Firmy hostingowe i chmurowe (serwery, bazy danych, CDN).
Operatorzy PlatnoSci:

Podmioty realizujgce bezpieczne transakcje online.

Dostawcy Komunikacji:

Systemy do wysytki e-maili systemowych i powiadomien SMS.
Transfery poza EOG:

Staramy sie przetwarza¢ dane w Europejskim Obszarze Gospodarczym. W przypadku korzystania z ustug
dostawcow globalnych, zabezpieczamy transfery stosujgc Standardowe Klauzule Umowne (SCC)
zatwierdzone przez Komisje Europejska.



Z podmiotami, ktére przetwarzajg dane na nasze zlecenie (np. hosting, komunikacja, ptatnosci),
zawieramy umowy powierzenia przetwarzania danych, wymagajgce stosowania odpowiednich Srodkéw
bezpieczenstwa.

Aktualng liste dostawcdw, z ktérych ustug korzystamy jako Podmiotow Przetwarzajgcych, udostepniamy
na zgdanie — kontakt: office@cyberspaceportal.com.

§6. Okres Przechowywania (Retencja)

Stosujemy zasade ograniczonego przechowywania:

Dane Konta:

przez okres posiadania konta + okres przedawnienia roszczen (6 lat).
Dane w Grupach:

® przez okres Twojego cztonkostwa w Grupie,
® po opuszczeniu Grupy: dostep Administratora Grupy do Twoich danych osobowych jest natychmiast
cofany.

Dane weryfikacyjne (KYC/mObywatel):

Dane Zrodtowe procesu weryfikacji przechowujemy tak dtugo, jak jest to niezbedne do utrzymania i
udokumentowania statusu ,Zweryfikowany” oraz zapewnienia rozliczalnosci.

Po utracie statusu (np. cofniecie/wyga$niecie) mozemy przechowywac zapis audytowy weryfikacji
(timestamp, metoda, wynik) przez okres do 3 lat, natomiast dane zrédtowe (np. obrazy dokumentéw)
usuwamy lub anonimizujemy, o ile przepisy prawa nie wymagajg diuZszego przechowywania.

Logi rozliczalno$ci i Rejestr Udostepnien:

Logi kluczowych akcji i Rejestr Udostepnien przechowujemy przez 3 lata w celach dowodowych.

§7. Twoje Prawa i Skargi

Masz petng kontrole nad swoimi danymi. Przystuguje Ci prawo do:

e dostepu do tresci danych, ich sprostowania, usuniecia (,,prawo do bycia zapomnianym”) lub
ograniczenia przetwarzania,

e przenoszenia danych do innego dostawcy,
whiesienia sprzeciwu wobec przetwarzania danych opartego na naszym prawnie uzasadnionym
interesie (Art. 6 ust. 1 lit. f RODO), w tym w szczegdlnoSci w celach bezpieczenstwa i dochodzenia
roszczen,

e cofniecia zgody na Pakiet Danych w dowolnym momencie (w ustawieniach Grupy lub opuszczajgc
Grupe). Skutkuje to natychmiastowym ukryciem danych dla Administratora Grupy.



Wazne: cofniecie zgody nie wptywa na zgodnoS$¢ z prawem przetwarzania, ktérego dokonano na
podstawie zgody przed jej cofnieciem.

Realizacja praw:

e w sprawach dotyczgcych Operatora: office@cyberspaceportal.com,
e w sprawach dotyczgcych Administratora Grupy: bezpoSredni kontakt przez interfejs Grupy (jesli
Administrator Grupy dziata jako odrebny administrator danych).

Prawo do skargi:

Jesli uznasz, ze przetwarzamy Twoje dane niezgodnie z prawem, masz prawo wnies¢ skarge do organu
nadzorczego:

Prezes Urzedu Ochrony Danych Osobowych (PUODO)

ul. Stawki 2, 00-193 Warszawa.

§8. Pliki Cookies

Portal korzysta z plikdw cookies w celach technicznych i analitycznych. Szczegdty w [Polityce Cookies].

§9. Zmiany Polityki
W przypadku istotnych zmian zasad przetwarzania (wersjonowanie dokumentu) poinformujemy Cie z
wyprzedzeniem.
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