REGULAMIN GRUPY / SPOLECZNOSCI
platformy ,,Cyberspace Portal”

w serwisie Cyberspace Portal

Wersja: 3.4 (Enterprise Gold)
Data obowigzywania: 12.02.2026 r.
Status Prawny: Szablon Systemowy Modutowy

1. POSTANOWIENIA WSTEPNE | HIERARCHIA DOKUMENTOW

1.1. Niniejszy Regulamin (dalej: ,Regulamin Grupy”) okreS$la zasady uczestnictwa, uprawnienia
cztonkowskie oraz zasady korzystania z funkcjonalno$ci w Grupie o nazwie wskazanej w nagtéwku
(dalej: ,,Grupa”), funkcjonujacej w ramach platformy Cyberspace Portal (dalej: ,,Portal”).

1.2. Niniejszy Regulamin Grupy ma charakter uzupetniajgcy wobec regulacji ogdlnych Portalu. W
przypadku rozbieznosSci, hierarchia dokumentdéw jest nastepujgca (od najwazniejszego):

a) Przepisy prawa powszechnie obowigzujgcego (w tym RODO oraz prawo konsumenckie).
b) Regulamin Portalu oraz Polityka Prywatno$ci Portalu.
c) Niniejszy Regulamin Grupy wraz z Zatgcznikami (Karta Grupy).

1.3. Karta Grupy: Szczegotowa konfiguracja Grupy (w tym: typ, aktywne moduty, cennik, wymagane
pakiety danych) znajduje sie w Karcie Grupy (Zatgcznik nr 1). Karta Grupy jest generowana
dynamicznie na podstawie ustawienn Administratora Grupy i stanowi integralng cze$¢ warunkdéw
uczestnictwa w Grupie. Karta Grupy posiada numer wersji i date obowigzywania oraz jest
archiwizowana w historii zmian (rejestr konfiguracji), co umozliwia ustalenie warunkow uczestnictwa
obowigzujgcych w danym czasie.

2. DEFINICIE

Operator Portalu: CYBERSPACE PROSTA SPOLKA AKCYJNA z siedzibg w Bielsku-Biatej. Dostawca
infrastruktury technicznej (SaaS/Platforma), niebedgcy organizatorem Grupy.

Administrator Grupy: Podmiot lub osoba fizyczna wskazana w Karcie Grupy, zarzgdzajgca Grupg,
ustalajgca jej zasady i cele.

Cztonek Grupy: Uzytkownik Portalu, ktéry dotgczyt do Grupy akceptujgc jej Regulamin.

Pakiety Danych (Atrybuty): Zestawy informacji o Uzytkowniku (np. ,Atrybut Petnoletno$ci”, ,Status
Zweryfikowany”, ,,Dane Kontaktowe”), udostepniane Administratorowi Grupy w celu realizacji ustug.



W niniejszym Regulaminie pojecia ,Pakiety Danych” i ,Atrybuty” uzywane sg zamiennie
(réwnowaznie) i oznaczajg zakres danych udostepnionych przez Uzytkownika.

Modutly: Funkcjonalnosci techniczne (np. e-Glosowania, Wirtualne Biuro), ktére Administrator moze
aktywowa¢ w Grupie.

3. ADMINISTRACJA, ODPOWIEDZIALNOSC | SAFE HARBOR

3.1. Wymogi dla Administratora: Funkcje Administratora Grupy mogg petniC wytgcznie Uzytkownicy o
statusie ,,Zweryfikowany” (potwierdzona tozsamos$c¢ zgodnie ze standardami Portalu, np.
mObywatel/KYC).

3.2. Rozdziat odpowiedzialnoSci:

a) Operator Portalu dostarcza narzedzia techniczne i odpowiada za ich dostepnos¢ oraz
bezpieczenstwo teleinformatyczne zgodnie z Regulaminem Portalu. Operator nie weryfikuje
merytorycznie dziatan Administratora Grupy (chyba Ze otrzyma wiarygodne zgloszenie o
bezprawnosci).

b) Administrator Grupy ponosi petng odpowiedzialno$¢ prawng za: tresS¢ regulacji wewnetrznych,
legalnoS¢ zbidrek finansowych, przebieg proceséw decyzyjnych (wybory) oraz realizacje umow
zawartych z Cztonkami — w zakresie dopuszczalnym przez prawo.

c) Wytgczenie: Operator Portalu nie ponosi odpowiedzialnoSci za zobowigzania (finansowe,
prawne, podatkowe) zaciggniete przez Administratora Grupy wobec Cztonkdw, ani za skutki
decyzji podjetych w ramach e-Gtosowan, o ile szkoda nie wynika z winy technicznej Portalu.
PowyZsze wylgczenia i ograniczenia odpowiedzialno$ci obowigzujg w zakresie dopuszczalnym
przez prawo i nie wytgczajg odpowiedzialnosci za szkody wyrzgdzone umy$linie ani w zakresie, w
jakim wytgczenie jest prawnie niedopuszczalne.

3.3. Role wewnetrzne: Administrator Grupy moze nadawac role pomocnicze (np. Moderator,
Kadry/Finanse, Komisja Skrutacyjna) zgodnie z aktywnymi Modufami. Role te determinujg zakres
uprawnien w Grupie i dostep do danych w ramach Pakietoéw oraz danych transakcyjnych — zgodnie z
zasadg minimalizacji.

3.4. Awaryjne ograniczenie (kill-switch): Operator zastrzega sobie prawo do czasowego ograniczenia
dostepu do wybranych Modutéw w przypadku wykrycia incydentu bezpieczenstwa, podejrzenia
istotnego naduzycia, obowigzku wynikajgcego z prawa lub w celu ochrony Uzytkownikéw, informujgc
o tym Administratora Grupy w miare mozliwosci technicznych.

4. CZLONKOSTWO | WERYFIKACJA (MODUL ,,DOSTEP”)

4.1. Warunki przyjecia: Dostep do Grupy odbywa sie na zasadach okreS$lonych w Karcie Grupy (np.
Otwarty, Zamkniety-Weryfikowany, Ptatny-Subskrypcja).

4.2. Zgoda na Pakiety Danych (Atrybuty): Dotgczenie do Grupy wymaga akceptacji udostepnienia
Administratorowi Grupy okreslonych Atrybutéw niezbednych do dziatania witgczonych Modutéw.
Wycofanie zgody na kluczowe Atrybuty jest rdwnoznaczne z rezygnacjg z cztonkostwa.



4.3, Weryfikacja tozsamosci:

a) Administrator Grupy ma prawo ograniczyC dostep do wybranych funkcji (np. Glosowania,
Umowy) wylgcznie dla Cztonkéw o statusie ,,Zweryfikowany”.

b) Weryfikacja odbywa sie systemowo (przez Portal). Administrator Grupy otrzymuje jedynie
potwierdzenie statusu (Atrybut: TAK/NIE) oraz dane podstawowe (Imie, Nazwisko).

c) Ochrona danych Zrédtowych: Portal nie udostepnia Administratorowi Grupy skanow
dokumentdéw tozsamosSci ani numeru PESEL w ramach standardowych Pakietéw Danych. Dane te
mogg byC wymagane jedynie w toku konkretnej czynnoSci prawnej (np. podpisanie umowy o
prace) i sg przekazywane wytgcznie stronom tej czynnosci (transakcyjnie).

4.4, Zakohczenie cztonkostwa: Administrator moze usung¢ Czlonka z Grupy w przypadku naruszenia
Regulaminu. Tryb odwotawczy opisano w Rozdziale 8.

5. KOMUNIKACJA | MODERACIJA (NOTICE & TAKEDOWN — DSA)

5.1. W Grupie zakazane jest publikowanie tre$ci bezprawnych (mowa nienawisci, pornografia
dziecieca, terroryzm, naruszenie praw autorskich) oraz spamu.

5.2. Procedura zgtoszen (zgodnie z DSA):
a) Kazdy Cztonek ma prawo zgtosi¢ naruszenie (przycisk ,,Zgtos$”).

b) Decyzje moderacyjne w Grupie podejmuje Administrator Grupy w pierwszej instancji. Zgtoszenie
trafia w pierwszej kolejno$ci do Administratora Grupy, ktéry ma obowigzek zareagowac w
terminie wskazanym w Karcie Grupy (domysinie 48h).

c) Decyzje moderacyjne sg rejestrowane w systemie (kto, kiedy, powdd, podstawa).

d) Uzasadnienie (Statement of Reasons): decyzja o ograniczeniu lub usuni€ciu treSci zawiera
uzasadnienie wskazujgce podstawe faktyczng i prawng/regulaminowg ograniczenia, czas jego
trwania oraz pouczenie o mozliwosci odwotania.

e) Odwotanie i skarga: Autor tresSci ma prawo ztozy¢ odwotanie (kontr-zgloszenie) do
Administratora Grupy w terminie 14 dni. Portal moze udostepnia¢ mechanizm ztoZenia skargi na
decyzje moderacyjng (wewnetrzny system rozpatrywania skarg) w zakresie zgodnosci z
Regulaminem Portalu i prawem. Skarga powinna zawiera¢ minimum: identyfikator
treSci/zdarzenia, opis zarzutu i dane kontaktowe do odpowiedzi.

f) Wynik: Administrator Grupy przekazuje zgtaszajgcemu i autorowi tresci informacje o wyniku
rozpatrzenia zgtoszenia/odwotania oraz krétkie uzasadnienie decyzji. W przypadku uwzglednienia
odwotania treS¢ moze zostaC przywrdcona.

g) Eskalacja (subsydiarnoSc¢): W przypadku braku reakcji Administratora Grupy na treSci ewidentnie
bezprawne, uporczywego naruszania procedur lub gdy jest to wymagane przez prawo, sprawa
moze zosta¢ eskalowana do Operatora Portalu (mechanizm notice-and-action). Operator moze
podjgc¢ dziatania ograniczajgce (np. usuniecie treSci, blokada konta, czasowe wytgczenie Modutu



lub zablokowanie Grupy) w zakresie niezbednym do zapewnienia zgodnosci z prawem oraz
bezpieczenstwa Uzytkownikow.

5.3. Reklamy podmiotdéw trzecich sg dozwolone wytgcznie za zgodg Administratora lub w
wyznaczonych modutach (,,Okazje”).

5.4. Licencja: Publikacja tresci w Grupie odbywa si€ na zasadach licencyjnych okre$lonych w
Regulaminie Portalu (licencja niewyfgczna na potrzeby Swiadczenia ustugi).

6. MODULY FUNKCJONALNE
(Obowigzujg wytacznie, jesli sg aktywne w Karcie Grupy.)

6.1. E-Glosowania i Demokracja (Modut ,,Demokracja”)

6.1.1. Narzedzie a prawo: Portal udostepnia bezpieczng infrastrukture do oddawania i zliczania
gtoséw (Cyfrowa Urna). O tym, czy glosowanie jest prawnie wigzgce (np. Uchwata Zarzgdu), decydujg
wewnetrzne akty prawne Organizacji (Statut, Umowa Spofki) oraz przepisy prawa wiasciwego. Dla
Grup nieformalnych gtosowania majg charakter opiniodawczy.

6.1.2. TajnoS¢: W trybie ,Glosowanie Tajne” system nie udostepnia i nie prezentuje powigzania
oddanego gtosu z Uzytkownikiem w warstwie funkcjonalnej (interfejsie), zapewniajgc anonimowo$¢
dla cztonkéw i komisji. Dane techniczne (logi systemowe) przetwarzane sg wytgcznie w celu
zapewnienia integralnos$ci procesu i wykrywania naduzy¢ (anty-fraud) i nie sg udostepniane
Administratorowi Grupy. Dane techniczne mogg zosta¢ udostepnione wytgcznie Operatorowi oraz
uprawnionym organom, jezeli wynika to z przepisow prawa lub jest niezbedne do obstugi incydentu
bezpieczenstwa.

6.1.3. Audyt: Kazde glosowanie kohczy sie wygenerowaniem Protokotu Technicznego.

6.2. Wirtualna Firma i Dokumenty (Modut ,,Biznes”)

6.2.1. Akceptacja vs podpis: W zaleznosci od konfiguracji, czynno$ci w Grupie mogg przyjmowaé
forme: a) Akceptacji Warunkéw (klikniecie, logi systemowe) — dla spraw
porzgdkowych/regulaminowych; b) Podpisu Elektronicznego (zwykfego, zaawansowanego lub
kwalifikowanego — zaleznie od integracji) — dla uméw cywilnoprawnych.

6.2.2. Bezpieczehstwo danych kadrowych: Dane wrazliwe (np. do umoéw, PIT) nie sg czeScig statego
Pakietu Danych (Atrybutéw), lecz sg wprowadzane i przetwarzane transakcyjnie (per
dokument/czynno$¢) w zabezpieczonym Module Kadrowym (e-Akta). Administrator ma do nich
dostep wylgcznie w celu realizacji obowigzkéw prawnych.

6.3. Finanse: Platnosci, Zbiérki, Refundacje (Modut ,Finanse”)

6.3.1. Rola stron: Sprzedawcg, ustugodawcg lub organizatorem zbidrki jest Administrator Grupy (lub
wskazany beneficjent), ktéry oSwiadcza w Karcie Grupy, czy dziata jako Przedsiebiorca (Trader) czy
osoba prywatna. Portal petni role dostawcy technologii i integracji pfatnicze;.

6.3.2. Dane sprzedawcy: W przypadku sprzedazy towaréw, ustug lub biletéw, Administrator dziatajgcy
jako przedsiebiorca zobowigzany jest udostepni¢ w Grupie swoje petne dane rejestrowe i
kontaktowe.



6.3.3. Tryb reklamacyjny:

a) Reklamacje merytoryczne dotyczgce Swiadczenia (produkt/ustuga/wydarzenie/zwrot) skfada sie
do Administratora Grupy. Administrator odpowiada w terminie okreSlonym w Karcie Grupy
(domysinie 14 dni).

b) Reklamacje techniczne dotyczgce dziatania procesu ptatnos$ci (btedy systemu) skfada sie do
Operatora Portalu.

c) Brak odpowiedzi Administratora w terminie: Uzytkownik moze eskalowaC sprawe do Operatora
Portalu w zakresie zgodnoS$ci z Regulaminem Portalu i bezpieczenistwa transakcji. Operator
moze, stosownie do okolicznoSci, zastosowac¢ Srodki ochronne (np. czasowe wstrzymanie wyptat
Administratora, ograniczenie funkcji ptatnoSci w Grupie lub zgdanie dodatkowych wyjasnien),
bez przesgdzania o merytorycznej zasadno$ci roszczert miedzy Uzytkownikiem a
Administratorem Grupy.

6.3.4. Zwroty (refunds): Administrator Grupy okresla w Karcie Grupy polityke zwrotéw, z
uwzglednieniem prawa wiasciwego (w tym prawa konsumenta do odstgpienia od umowy w terminie
14 dni, z ustawowymi wytgczeniami).

6.3.5. Chargeback: W przypadku procedury chargeback (obcigzenie zwrotne karty) wynikajgcej z
niedostarczenia ustugi, kosztami obcigzany jest Administrator Grupy.

6.3.6. AML/KYC: Przekroczenie progéw kwotowych transakcji moze skutkowa¢ automatycznym
wstrzymaniem wyptat zgodnie z procedurami Operatora, dostawcdw platnosci i przepisami o
przeciwdziataniu praniu pieniedzy (AML).

6.4. Grywalizacja i Blockchain (Modut ,,Engagement”)

6.4.1. Punkty i tokeny (Cyber Token) przyznawane w Grupie majg charakter
uzyteczno$ciowy/programu lojalnoSciowego wewngtrz ekosystemu Portalu, chyba Ze Karta Grupy
stanowi inacze;j.

6.4.2. Zapis w Blockchain Explorer stuzy jako trwaty no$nik i dowdd techniczny zdarzenia.

7. OCHRONA DANYCH OSOBOWYCH | BEZPIECZENSTWO OPERACYINE
7.1. Administratorzy danych:

a) Operator Portalu dziata jako Administrator w zakresie danych konta, bezpieczenstwa platformy,
logdw systemowych i rozliczalno$ci.

b) Administrator Grupy dziata jako odrebny Administrator w zakresie danych szczegétowych
cztonkéw Grupy (np. odpowiedzi w ankietach, historia zatrudnienia w Grupie) niezbednych do
realizacji celow Grupy.

7.2. Obowigzek informacyjny Administratora Grupy (mini-RODO): Administrator Grupy zobowigzany
jest udostepni¢ w Karcie Grupy (lub dedykowanej zaktadce) informacje o celach przetwarzania
specyficznych dla Grupy, okresie retencji danych (np. jak dtugo przechowywane sg protokoty



gtosowan), danych kontaktowych Inspektora Ochrony Danych (jeSli powotano) oraz sposobie realizacji
praw oséb, ktérych dane dotycza.

7.3. Powierzenie przetwarzania: W zakresie, w ktérym Operator Portalu przetwarza dane w imieniu
Administratora Grupy (np. hosting bazy cztonkdw, archiwum glosowan), dziata on jako Podmiot
Przetwarzajgcy (Procesor) na zasadach okreSlonych w ,Umowie Powierzenia Przetwarzania Danych
(DPA)”, stanowigcej zatgcznik do Regulaminu Portalu.

7.4. Bezpieczenstwo operacyjne:

a) Administrator Grupy otrzymuje dostep do Atrybutdéw wylgcznie w zakresie zdefiniowanym w
zaakceptowanych Pakietach Danych.

b) Dostep do danych wrazliwych (Kadry, Finanse) wymaga stosowania przez Administratora i osoby
upowaznione podwyZszonego uwierzytelnienia (np. 2FA).

c) Portal prowadzi rejestr udostepnien i dostepow do Pakietéw Danych w Grupie. Logi dostepu sg
przechowywane przez okres okre$lony w polityce bezpieczehstwa Portalu (np. 12 miesiecy).

d) Funkcje masowego eksportu/kopiowania danych sg domysinie ograniczone, podlegaja
logowaniu i mogg wymaga¢ dodatkowej weryfikacji.

8. PROCEDURA ODWOLAWCZA | ROZWIAZYWANIE SPOROW

8.1. Wewnatrz Grupy: Spory dotyczgce moderacji, usuniecia z Grupy lub wynikéw konkurséw
rozstrzyga Administrator Grupy. Odwotanie nalezy ztozy¢ w terminie okre$lonym w Karcie Grupy
(domysinie 7 dni).

8.2. Rola Operatora: Uzytkownik moze ztozy¢ skarge do Operatora Portalu wylgcznie w przypadku,
gdy dziatania Administratora Grupy naruszajg Regulamin Portalu (np. oszustwo, wytudzenie danych).
Operator nie jest sgdem polubownym w sporach merytorycznych.

8.3. Prawo wtaSciwe: Prawem witasciwym dla zobowigzah wynikajgcych z uczestnictwa w Grupie jest
prawo wskazane w Karcie Grupy. W przypadku braku wskazania, domysinie stosuje sie prawo
Rzeczypospolitej Polskiej. Wybor prawa whasciwego nie pozbawia Uzytkownika bedgcego
konsumentem ochrony przyznanej mu przez przepisy, ktérych nie mozna wytgczy¢ w drodze umowy,
na mocy prawa obowigzujgcego w panstwie jego zwyktego pobytu.

9. ZMIANY REGULAMINU | KARTY GRUPY

9.1. Tryb zmiany: Administrator moze aktualizowaC Regulamin oraz Karte Grupy.

9.2. Skuteczno$¢: Zmiany istotne (np. wprowadzenie opfat, rozszerzenie Pakietu Danych o dane
wrazliwe) wymagajg powiadomienia i ponownej akceptacji przez Cztonka. Brak akceptaciji jest
réwnoznaczny z rezygnacjg z cztonkostwa.



ZALACZNIK NR 1 — KARTA GRUPY (KONFIGURACIJA)

(Generowany systemowo)

A. IDENTYFIKACIJA | KONTAKT
NaAzZWaA GrUPY: cooviiiiiieiiieieeeeeeeeeeeeeeeeeevevee s

FiYe [0 01T 011 =] (o] SR (ID Zweryfikowane: TAK)

Status Administratora: [ ] Osoba Prywatna [] Przedsiebiorca (Trader) -> [NIP/Dane Firmy]
Kontakt do Administratora (RODO/MerytoryCzny): ....ccccecveeeerveeecreeeecrneennns

Kanal odWotaWCezy: .......cueeeeviiiiieeeeee e

Prawo wiasciwe: [Domysine: Polska] / [Inne: ....... ]

Wersja Karty Grupy: cocceeeeeeeeeeieieeeeeeeeeeceeeeeeeeeeeeeeeeeeeeeeaee

ObOWIGZUJE O .ottt

B. STATUS | DOSTEP
Typ: [ ] Spotecznos$C [ ] Firma/Organizacja [ ] Urzgd/JST

Wstep: [ ] Bezptatny [ ] Subskrypcja (Kwota/okres: ....... )

C. MODULY | PAKIETY DANYCH (ATRYBUTY)

(zaznaczenie oznacza aktywnosSc funkc;ji)

Modut Wymagany Pakiet (Atrybuty)

[x] Social (Posty) Podstawowy (Nick, Avatar, ID)

[ 1 Wydarzenia Kontakt (E-mail do biletéw/powiadomien)

[ 1Biznes (Umowy) Tozsamos¢ (Imie, Nazwisko) + Dane
Transakcyjne (per dokument)

[ ] Kadry (Ptace) Dane Rozliczeniowe (wprowadzane per
wyptate/fakture)

[ ] Demokracja Status Weryfikacji (Atrybut: Zweryfikowany
TAK/NIE)

D. PROCEDURY | ZWROTY
Polityka Zwrotéw: [ ] Standardowa (14 dni odstgpienia) [] Ograniczona (Wytgczenia ustawowe —
bilety/cyfrowe) [] Wiasna: .......

Czas reakcji na zgtoszenia (moderacja): [DomysSlInie: 48h] / [Inny: ....... ]

Reklamy zewnetrzne: [ ] Dozwolone [ ] Zabronione

E. RETENCJA DANYCH

(Okresy przechowywania danych w Grupie)

Kategoria danych Okres retencji

Protokoty Gltosowan [DomysSlnie: 5 lat] / [Inny: ....... ]




Logi Moderacji i Skarg

[DomysSInie: 12 mies.] / [Inny: ....... |

Dane Kadrowe/Umowy

[DomysSInie: 10 lat / wg prawa pracy] / [Inny:
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